SDK隐私声明

更新时间：2024年02月05日

IoT SDK是由【深圳荣耀软件技术有限公司】（以下简称“我们”或“荣耀”）为第三方开发者（“开发者”）及其最终用户（“您”或“最终用户”）提供荣耀生态接入的软件开发工具包（SDK）。开发者在其应用（“App”）中通过集成IoT SDK，可在智能设备接入荣耀生态的场景中委托我们处理您的数据，以提供对智能设备的管理和控制能力。我们将通过本隐私声明向您说明为了实现SDK产品的相关功能，本SDK产品将如何处理您的个人信息，处理包括：收集、使用、披露、保护、存储及传输等行为。针对开发者如何使用集成本SDK请参考《[SDK合规使用说明](https://developer.hihonor.com/cn/kitdoc?category=Fitness&kitId=11006&navigation=guides&docId=compliance-instructions.md)》。

# 我们如何收集和使用您的个人信息

## 为实现SDK产品基本功能所需收集、使用的个人信息

为实现SDK产品的**基本业务功能**，我们将收集您在使用与SDK产品相关的功能时产生的如下个人信息:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **处理目的** | **个人信息类型** | **个人信息清单** | **处理方式** | **数据存储期限** |
| 智能设备信息同步 | 设备信息、设备标识、网络信息 | 设备名称、设备型号、设备SN、设备UDID、设备MAC、无线网络SSID、无线网络密码、WLAN平均信号强度、IP地址 | 上传至服务器+端侧加密处理 | 智能设备从智慧空间APP或第三方厂商调用恢复出厂接口后删除 |

# 设备权限调用

为实现IoT SDK产品的相应功能，我们可能会通过第三方开发者的应用申请开启以下系统设备权限。

|  |  |  |
| --- | --- | --- |
| **权限名称** | **是否必选** | **使用目的** |
| 联网权限 | 必选 | 用于与云侧服务器交互进行鉴权和控制 |

# 对未成年人的保护

我们非常重视对未成年人个人信息的保护，荣耀将严格按照国家法律法规要求对未成年人提供服务并对未成年人提供保护。如果您是未成年人，需要您的父母或其他监护人同意您使用开发者应用并同意相关应用的服务条款。父母或其他监护人也应采取适当的预防措施来保护未成年人，包括监督其对开发者应用的使用。

特别地，如果您是未满14周岁的未成年人，在您使用开发者应用和我们的服务前，请务必通知您的父母或其他监护人一起仔细阅读开发者应用隐私声明、本文档以及我们专门制定的《[荣耀儿童个人信息保护政策](https://www.hihonor.com/cn/privacy/child-policy/)》，并在您的父母或其他监护人同意或指导后，使用开发者应用和我们的服务或向我们提供信息。如果您是儿童的父母或其他监护人，请确保您监护的儿童在您的同意或指导下使用开发者应用和我们的服务以及向我们提供信息。

# 我们如何向第三方提供您的个人信息

为了向您提供更完善、优质的产品和服务，IoT SDK的某些服务将由合作方提供，因此我们可能将您某些个人信息提供给荣耀的关联公司或第三方合作商。我们会出于合法、正当、必要、特定、明确的目的提供您的个人信息，并且只会提供该服务所必需的个人信息。我们将要求我们的合作方不得将个人信息用于其他用途，除非获得您的同意。

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **第三方公司名称** | **产品/类型** | **共享个人信息名称** | **使用目的** | **使用场景** | **共享方式** | **第三方隐私声明** |
| **关联方（与本SDK主体关联的公司App）** | | | | | | |
| 深圳荣耀软件技术有限公司 | 荣耀智慧空间APP | 设备信息（设备名称、设备型号、设备SN、设备UDID、设备MAC）、设备标识（IP地址）、网络信息（无线SSID、无线密码、WLAN平均信号强度） | 完成智能设备在服务器鉴权 | 在用户使用荣耀智慧空间绑定智能设备时 | 后台接口传输 | 见荣耀智慧空间APP隐私声明 |

# 您如何管理自己的个人信息

荣耀非常尊重您对个人信息的关注，我们将遵照相关法律法规的要求，协调、支持并保障您行使访问、复制、更正、删除等个人信息主体权利。

由于您是通过开发者应用使用的开放能力和服务，如果您希望访问、复制或更正与对应开放能力和服务相关的个人信息，您应通过开发者应用提供的路径实现您的个人信息主体权利。

为保障您访问、复制、更正和删除个人信息的权利实现，我们在开发者已签署的荣耀协议中，明确要求开发者承诺根据法律法规要求向用户提供便捷的权利实现方式。如开发者未按照承诺进行提供，您可以通过本声明“如何联系我们”章节中所述联系方式与我们取得联系，我们将尽力协调、支持并保障您的上述权利实现。

当您直接向我们提出个人信息主体权利时，为了保障您的数据安全和其他合法权益，我们可能会对您的身份进行验证并要求您提供验证身份所必要的个人信息，同时我们也可能会向开发者提供收集的身份验证信息以核实您的身份。在验证确认您的身份后，我们会根据法律法规要求及时响应您的相关请求。

如何删除您的个人信息：

用户在荣耀智慧空间App中长按智能设备卡片>删除设备，即可完成信息删除。

第三方开发者使用设备恢复出厂接口，设备恢复出厂时删除数据。

如您对您的数据主体权利有进一步要求或存在任何疑问、意见或建议，可通过本文档中“如何联系我们”章节中所述方式与我们取得联系，并行使您的相关权利。

# 如何存储您的个人信息

## 存储方式和期限

我们仅在实现本隐私声明所述目的所必需的时间内保留您的个人信息，并在超出保留时间后删除或匿名化处理您的个人信息，除非法律法规另有要求。具体的数据留存时间说明请参照本文档的“我们如何收集和使用您的个人信息”章节。此外，当我们的产品或服务发生停止运营的情形时，我们将以推送通知、公告等形式通知您，并在合理的期限内删除您的个人信息或进行匿名化处理。

## 存储地区

我们在接受第三方开发者委托在中华人民共和国境内运营中收集和产生的个人信息，将会传输并保存至中华人民共和国境内的服务器。

# 如何保护您的个人信息安全

## 数据安全保护措施

我们按照业界成熟的安全标准保护您的隐私与个人信息，采取一切合理可行的措施，确保个人信息收集的最小化，并在达成本声明所述目的所需的期限内保留您的个人信息。我们会使用技术手段如HTTPS安全传输协议、加密算法、去标识化或匿名化处理等确保数据传输和存储的机密性。 我们会部署访问控制机制，确保只有授权人员才可访问个人信息，并且对授权人员做到分层级的权限管理。同时，我们从总体政策、管理要求、组织架构、流程融入、文化建设等方面构筑全方位的隐私安全保障体系，以确保最终用户的个人信息安全。

## 安全事件处置措施

我们会尽力保护您的隐私与个人信息，但任何措施都无法做到无懈可击。若不幸发生个人信息安全事件，我们会启动应急预案, 阻止安全事件扩大。同时我们将以邮件、短信、推送通知等方式告知您事件相关情况，难以逐一告知个人信息主体时，我们会采取合理、有效的方式发布公告。同时，我们还将按照对应监管部门要求，上报个人信息安全事件的处置情况。

# 如何联系我们

我们设立了个人信息保护专职部门（或个人信息保护专员），如果您对您个人信息相关事宜有任何问题、意见或者建议，您可以通过访问[隐私问题页面](https://www.hihonor.com/cn/privacy/feedback/)联系我们，我们会尽快回复。

如果您对我们的回复不满意，特别是当我们的个人信息处理行为损害了您的合法权益时，您还可以通过向有管辖权的人民法院提起诉讼、向行业自律协会或政府相关管理机构投诉等外部途径进行解决。您也可以向我们了解可能适用的相关投诉途径的信息。

荣耀将始终遵照我们的隐私政策来收集和使用您的信息。有关我们的隐私政策，可参阅[隐私与个人信息保护政策](https://www.hihonor.com/cn/privacy/privacy-policy/)。